
Introduc)on  

Ready-Aim-Fire Leaderboard LLC. (RAF Leaderboard ) respects your privacy and is commi;ed to 
protec<ng it through our compliance with this policy.  

This policy describes the types of informa<on we may collect from you or that you may 

provide when you engage with our Website(s) and associated applica<on (the 

“SERVICES”), OR download the associated applica<on (the “PLATFORM”); as well as our 

prac<ces for collec<ng, using, maintaining, protec<ng and disclosing that informa<on 

This policy applies to informa<on we collect:  

• On the PLATFORM or any other RAF Leaderboard website(s).  
• In e-mail, text and other electronic messages between you and our SERVICES.  
• Through mobile and desktop applica<ons you download from this website, which 

provides dedicated non-browser-based interac<on between you and this PLATFORM.  

Unless stated specifically otherwise, this policy does not apply to informa<on collected by:  

• us offline or through any other means, including on any other website operated by 
Company or any third party; or  

• any third party, including through any applica<on or content (including adver<sing) that 
may link to or be accessible from the website or PLATFORM  

Please read this policy carefully to understand our policies and prac<ces regarding your 
informa<on and how we will treat it. If you do not agree with our policies and prac<ces, your 
choice is to not use our PLATFORM. By accessing or using this PLATFORM, you agree to this 
privacy policy. This policy may change from <me to <me. Your con<nued use of this PLATFORM 
aWer we make changes is deemed to be acceptance of those changes, so please check the 
policy periodically for updates.  

Children Under the Age of 18.  
Our PLATFORM is not intended for children under 18 years of age. No one under age 18 may 
provide any personal informa<on to the PLATFORM. We do not knowingly collect personal 
informa<on from children under 18. If you are under 18, do not use or provide any informa<on 
on this PLATFORM or on or through any of its features/register on the PLATFORM, make any 
purchases through the PLATFORM, use any of the interac<ve or public comment features of this 
PLATFORM or provide any informa<on about yourself to us, including your name, address, 
telephone number, e-mail address or any screen name or user name you may use. If we learn 
we have collected or received personal informa<on from a child under 18 with or without 



verifica<on of parental consent, we will delete that informa<on. If you believe we might have 
any informa<on from or about a child under 18, please contact us at 
support@rafleaderboard.com.  

Informa)on We Collect About You and How We Collect It.  
We collect several types of informa<on from and about users of our SERVICES, including 
informa<on:  

• by which you may be personally iden<fied, including but not limited to, profile image, 
company logo, username, name, gender, address, city, state, zip code, affilia<on, 
country, biography, credit card informa<on, bank rou<ng and account number (applies 
to hos<ng re-imbursement only); and/or  

• that is about you but individually does not iden<fy you, such as informa<on challenge 
divisions, challenge scores, challenge photo’s, challenge video’s; and/or  

• about your internet connec<on, the equipment you use to access our SERVICES and 
usage details; and/or  

• informa<on that is contained in your public comments and pos<ngs on the PLATFORM.  

We collect this informa)on:  

• Directly from you when you provide it to us.  

• Automa<cally as you navigate through the site. Informa<on collected automa<cally may 
include usage details, IP addresses and informa<on collected through cookies, web 
beacons and other tracking technologies.  

Informa)on You Provide to Us  

The informa<on we collect on or through our SERVICES may include:  

• Informa<on that you provide by filling in forms on our PLATFORM. This includes 

informa<on provided at the <me of registering to use our PLATFORM, comple<ng the 

user profile informa<on while using the PLATFORM, and pos<ng material when using the 

PLATFORM. We may also ask you for informa<on when you enter a contest or promo<on 

sponsored by us, and when you report a problem with our PLATFORM.  

• Making purchases, or reques<ng further informa<on from the website 

• Records and copies of your correspondence (including e-mail addresses), if you contact 
us.  

• Your responses to surveys that we might ask you to complete.  



• Details of transac<ons you carry out through our SERVICES and of the fulfillment of your 
orders.  

• You may be required to provide financial informa<on before placing an order through 
our SERVICES.  

• Your search queries on the PLATFORM.  

You also may provide informa<on to be published or displayed (“posted”) on public areas of the 
website or PLATFORM, or transmi;ed to other users of the PLATFORM or third par<es 
(collec<vely, “User Contribu<ons”).  Your User Contribu<ons are posted on and transmi;ed to 
others at your own risk. Please be aware that no security measures are perfect or impenetrable. 
Addi<onally, we cannot control the ac<ons of other users of the PLATFORM with whom you 
may choose to share your User Contribu<ons. Therefore, we cannot and do not guarantee that 
your User Contribu<ons will not be viewed by unauthorized persons.   

Public Forums  
RAF Leaderboard will NOT share your name or address on any public forum or share with any 
other member without wri;en permission. RAF Leaderboard may repost members challenge 
results which would include user profile, username, gender, city, state, and country. Members 
purchasing Hos<ng rights may have their company logo, hosted by name, promo<onal video, 
and event details shard on public forums for the purpose of promo<ng these events unless 
opted out of at <me of event crea<on. Please note that any informa<on that is disclosed in 
these areas becomes public informa<on and you should exercise cau<on when deciding to 
disclose your personal informa<on.  

Informa)on We Collect Through Automa)c Data Collec)on Technologies  
As you navigate through and interact with our SERVICES, we may use automa<c data collec<on 
technologies to collect certain informa<on about your equipment, browsing ac<ons and 
pa;erns, including:  

• Details of your visits to our SERVICES, including traffic data, loca<on data, logs and other 
communica<on data and the resources that you access and use on our SERVICES.  

• Informa<on about your computer and internet connec<on, including your IP address, 
opera<ng system and browser type.  

Some tracking of ac<vity on the RAF Leaderboard SERVICES is conducted using Google 
Analy<cs. Informa<on on the Google Analy<cs’ privacy policies and terms of use may be found 
here: h;ps://support.google.com/analy<cs#topic=1008008.  

Although we do not do so currently, we also may use these technologies to collect informa<on 
about your online ac<vi<es over <me and across third-party websites or other online websites 
(behavioral tracking). The informa<on we collect automa<cally may include personal 

https://support.google.com/analytics#topic=1008008


informa<on or we may maintain it or associate it with personal informa<on we collect in other 
ways or receive from third par<es. It helps us to improve our SERVICES and to deliver a be;er 
and more personalized user experience, including by enabling us to:  

• Es<mate our audience size and usage pa;erns.  
• Store informa<on about your preferences, allowing us to customize our SERVICES 

according to your individual interests.  
• Speed up your searches.  
• Recognize you when you return to our SERVICES.  

The technologies we use for this automa<c data collec<on may include:  

• Cookies (or browser cookies). A cookie is a small file placed on the hard drive of your 
computer. You may refuse to accept browser cookies by ac<va<ng the appropriate 
sehng on your browser. However, if you select this sehng, you may be unable to access 
certain parts of our SERVICES. Unless you have adjusted your browser sehng so that it 
will refuse cookies, our system will issue cookies when you direct your browser to our 
SERVICES.  

• Flash Cookies. Certain features of our SERVICES may use local stored objects (or Flash 
cookies) to collect and store informa<on about your preferences and naviga<on to, from 
and on our SERVICES. Flash cookies are not managed by the same browser sehngs as 
are used for browser cookies.  

• Web Beacons. Pages of our SERVICES and our e-mails may contain small electronic files 
known as web beacons (also referred to as clear gifs.  
pixel tags and single-pixel gifs) that permit RAF Leaderboard, for example, to count users 
who have visited those pages or opened an e-mail and for other related SERVICE 
sta<s<cs.  

The World Wide Web Consor<um (W3C) is currently in the process of developing a “Do Not 
Track” Standard. Since the defini<ons and rules for such a standard have not yet been defined, 
and because RAF Leaderboard does not track the online ac<vity of individuals, RAF Leaderboard 
does not yet respond to “Do Not Track” signals sent from browsers.  

Third-party Use of Cookies.  
Some content or applica<ons on our SERVICES are served by third par<es. These third par<es 
may use cookies alone or in conjunc<on with web beacons or other tracking technologies to 
collect informa<on about you when you use our SERVICES. The informa<on they collect may be 
associated with your personal informa<on or they may collect informa<on, including personal 
informa<on, about your online ac<vi<es over <me and across different websites and other 
online websites. We do not control these third par<es’ tracking technologies or how they may 



be used. If you have any ques<ons about an adver<sement or other targeted content, you 
should contact the responsible provider directly for more informa<on or to learn how you can 
opt out of receiving targeted adver<sing.  

How We Use Your Informa)on  
We use informa<on that we collect about you or that you provide to us, including any personal 
informa<on:  

• To present our PLATFORM and its contents to you.  

• To provide you with informa<on, no<ces, products or SERVICES that you request from 
us.  

• To fulfill any other purpose for which you provide it.  

• To carry out our obliga<ons and enforce our rights arising from any contracts entered 
between you and us, including for billing and collec<on.  

• To no<fy you about changes to our PLATFORM or any products or SERVICES we offer or 
provide though it.  

• To allow you to par<cipate in interac<ve features on our PLATFORM.  

• To monitor User Contribu<ons for authen<city and compliance with this Policy, and the 
Terms of Use.  

• In any other way we may describe when you provide the informa<on.  

• For any other purpose with your consent.  

We may also use your informa<on to contact you about our own goods and SERVICES that may 
be of interest to you. If you do not want us to use your informa<on in this way, please contact 
us and let us know at support@rafleaderboard.com or unsubscribe via the opt out op<on in our 
emails.  

Disclosure of Your Informa)on  
We may disclose aggregated informa<on about our users without restric<on.  

We may disclose personal informa<on that we collect, or you provide as described in this 
privacy policy:  

• To our subsidiaries and affiliates.  

• To contractors, service providers and other third par<es we use to support our business.  

• To a buyer or other successor in the event of a merger, dives<ture, restructuring, 
reorganiza<on, dissolu<on or other sale or transfer of some or all of RAF Leaderboard ’s 



assets, whether as a going concern or as part of bankruptcy, liquida<on or similar 
proceeding, in which personal informa<on held by RAF Leaderboard about our 
PLATFORM users is among the assets transferred.  

• To fulfill the purpose for which you provide it.  

• For any other purpose disclosed by us when you provide the informa<on.  

• With your consent.  

We may also disclose your personal informa<on:  

• To comply with any court order, law or legal process, including responding to any 
government or regulatory request.  

• To enforce or apply our Terms of Use or Standard Terms and Condi<ons for Purchase 
Orders and other agreements, including for billing and collec<on purposes.  

• If we believe disclosure is necessary or appropriate to protect the rights, property, or 
safety of RAF Leaderboard, our customers or others. This includes exchanging 
informa<on with other companies and organiza<ons for the purposes of fraud 
protec<on and credit risk reduc<on.  

Choices About How We Use and Disclose Your Informa)on  
We strive to provide you with choices regarding the personal informa<on you provide to us. We 
have created mechanisms to provide you with the following control over your informa<on:  

• Tracking Technologies and Adver<sing. You can set your browser to refuse all or some 
browser cookies, or to alert you when cookies are being sent. To learn how you can 
manage your Flash cookie sehngs, visit the Flash player sehngs page on Adobe’s 
website. If you disable or refuse cookies, please note that some parts of this site may 
then be inaccessible or not func<on properly.  

• Promo<onal Offers from the Company. If you do not wish to have your e-mail address 
and/or contact informa<on used by the Company to promote our own or third par<es’ 
products or SERVICES, you can opt-out by one of the following methods: by using the 
unsubscribe link in the footer of all promo<onal emails, or by sending us an e-mail 
sta<ng your request to support@rafleaderboard.com. Please note that all unsubscribe 
and opt out methods may not always be available. This opt out does not apply to 
informa<on provided to the Company as a result of a product purchase, warranty 
registra<on, product service experience or other transac<ons.  

Note that altering sehngs or op<ng out tracking technologies on one device (such as a 
computer, tablet, or smartphone) does not necessarily alter sehng or opt out of tracking on 



other devices. Users should take care to ensure that the proper sehngs are applied to all 
devices through which they connect to our SERVICES.  

We do not control third par<es’ collec<on or use of your informa<on to serve interest-based 
adver<sing. However, these third par<es may provide you with ways to choose not to have your 
informa<on collected or used in this way. You can opt out of receiving targeted ads from 
members of the Network Adver<sing Ini<a<ve (“NAI”) on the NAI’s website.  

Accessing and Correc)ng Your Informa)on  
You can review and change your personal informa<on by logging into the PLATFORM and 
visi<ng your account profile page. You may also send us an e-mail at 
support@rafleaderboard.com to request access to, correct or delete any personal informa<on 
that you have provided to us. We cannot delete your personal informa<on except by also 
dele<ng your user account. We may not accommodate a request to change informa<on if we 
believe the change would violate any law or legal requirement or cause the informa<on to be 
incorrect.  

If you delete your User Contribu<ons from the PLATFORM, copies of your User Contribu<ons 
may remain viewable in cached and archived pages or might have been copied or stored by 
other PLATFORM users. Proper access and use of informa<on provided on the PLATFORM, 
including User Contribu<ons, is governed by our Terms of Use.   
  
Your California Privacy Rights  
California Civil Code Sec<on § 1798.83 permits users of our SERVICES that are California 
residents to request certain informa<on regarding our disclosure of personal informa<on to 
third par<es for their direct marke<ng purposes. To make such a request, please send an e-mail 
to support@rafleaderboard.com, or write us at the address below.  

223 Fox Den Way, Murfreesboro TN 37130 

The California Consumer Privacy Act (CCPA; Civil Code §1798.100 et seq.) provides California 
Consumers with specific rights in rela<on to their personal informa<on collected, sold, and/or 
shared by businesses. This PRIVACY NOTICE FOR CALIFORNIA RESIDENTS is provided to explain 
these rights. Any terms defined in the CCPA have the same meaning when used in this sec<on 
of the Privacy Policy.  

Informa)on We Collect  

We collect informa<on that iden<fies, relates to, describes, references, is capable of being 
associated with, or could reasonably be linked, directly or indirectly, with a par<cular consumer 
or device (“personal informa<on”). We may collect the following categories of personal 
informa<on (as defined by the CCPA):  



CATEGORY EXAMPLES COLLECTED? 

A.   Iden<fiers A real name, alias, postal 
address, unique personal 
iden<fier, online iden<fier, 
Internet Protocol address, 
email address, account name, 
or other similar iden<fiers 

YES 

B.   Personal Informa<on 
categories listed in the 
California Customer 
Records statute  
(Cal. Civ. Code 
§1798.80(e)) 

A name, address, bank 
account number, credit card 
number, debit card number, 
or any other financial 
informa<on. Some personal 
informa<on included in this 
category may overlap with 
other categories 

YES 

C.   Protected classifica<on 
characteris<cs under 
California or federal law 

sex (including gender), YES 

D.   Commercial Informa<on Records of products or 
services purchased, obtained, 
or considered, or other 
purchasing or consuming 
histories or tendencies  

 

YES 

E.   Biometric Informa<on Gene<c, physiological, 
behavioral, and biological 
characteris<cs, or ac<vity 
pa;erns used to extract a 
template or other iden<fier 
or iden<fying informa<on, 
such as, fingerprints, 

NO 



faceprints, and voiceprints, 
iris or re<na scans, 
keystroke, gait, or other 
physical pa;erns, and sleep, 
health, or exercise data  

 

 NO

F.  Internet or other similar 
network ac<vity 

Browsing history, search 
history, informa<on on a 
consumer's interac<on with 
a website, applica<on, or 
adver<sement 

YES 

G.  Geoloca<on Data Physical loca<on or 
movements  

 

YES

H.  Sensory Data Audio, electronic, visual, 
thermal, olfactory, or similar 
informa<on  

 

NO 

I.  Professional or 
Employment-related 
informa<on 

Current or past job history or 
performance evalua<ons  

 

NO

J.  Non-public educa<on 
informa<on (per the  
Family Educa<onal Rights 
and Privacy Act  
(20 U.S.C. §1232g, 34 
C.F.R. Part 99)) 

Educa<on records directly 
related to a student 
maintained by an 
educa<onal ins<tu<on or 
party ac<ng on its behalf, 
such as grades, transcripts, 
class lists, student schedules, 
student iden<fica<on codes, 
student financial 
informa<on, or student 
disciplinary records 

NO 



Personal informa)on under the CCPA does not include:  

• Publicly available informa<on from government records 

• De-iden<fied or aggregated consumer informa<on  
• Informa<on excluded from the CCPA’s scope, like: Health or medical informa<on covered   

by the Health Insurance Portability and Accountability Act of 1996 (HIPAA)  

• Personal informa<on covered by certain sector-specific privacy laws, including the Fair 
Credit Repor<ng Act (FRCA), the GrammLeach-Bliley Act (GLBA) or California Financial 
Informa<on Privacy Act (FIPA), and the Driver’s Privacy Protec<on Act of 1994 and the 

California Confiden<ality of Medical Informa<on ACT (CMIA) or clinical trial data 

We obtain the categories of personal informa<on listed above from the following categories of 
sources:  

• Directly from our customers or their agents. For example, informa<on that our clients 
provide to us related to the PLATFORM or goods which we provide.  

• Indirectly from our customers or their agents. For example, through informa<on we 
collect from our customers while providing SERVICES to them.  

• Directly and indirectly from ac<vity on our website (www.rafleaderboard.com). For 
example, submissions through our website portal(s) or SERVICE usage details collected 
automa<cally.  

• From third par<es that interact with us in connec<on with the services we perform. For 
example, service providers we work with provide promo<ons on an opt-in basis.  

We will not collect addi<onal categories of personal informa<on or use the personal 
informa<on we collected for materially different, unrelated, or incompa<ble purposes without 
providing you no<ce.  

K.  Inferences drawn from 
other personal 
informa<on. 

Profile reflec<ng a person's 
preferences, characteris<cs, 
psychological trends, 
predisposi<ons, behavior, 
ahtudes, intelligence, 
abili<es, and ap<tudes 

NO 

http://www.rafleaderboard.com
http://www.sigsauer.com/


Use of Personal Informa)on  

We use the categories of personal informa<on outlined above for the following business 
purposes:  

BUSINESS PURPOSE CATEGORIES USED 

Audi<ng related to a current interac<on, with 
the consumer and concurrent transac<ons, 
including, but not limited to, coun<ng ad 
impressions to unique visitors, verifying 
posi<oning and quality of ad impressions, and 
audi<ng compliance 

A, B, C, D, F, G 

Detec<ng security incidents and protec<ng 
against malicious, decep<ve, fraudulent, or 
illegal ac<vity, and prosecu<ng those 
responsible for that ac<vity 

A, B, C, D, F, G 

Debugging to iden<fy and repair errors that 
impair exis<ng intended func<onality 

A, B, C, D, F 

Short-term transient use, where the 
informa<on is not provided to a third party, 
and not used to build a profile of the 
consumer or alter the  
consumers experience outside of a single 
transac<on 

N/A 

Performing services on our behalf, including 
maintaining and servicing accounts, providing 
customer service, processing or fulfilling 
orders and transac<ons, verifying customer 
informa<on, processing payments, providing 
financing, providing adver<sing or marke<ng 
services, providing analy<c services, or 
providing similar services on our behalf 

A, B, C, D, F, G 

Undertaking internal research for 
technological development and 
demonstra<on 

A, B, C, D, F, G 



  

Sharing Personal Informa)on  

RAF Leaderboard does not and will not in the future sell personal informa<on of consumers.  
RAF Leaderboard may disclose your personal informa<on to a third party for business purposes. 
  
Your Rights and Choices 
  
The CCPA provides California Consumers with specific rights regarding their personal 
informa<on. This sec<on describes your CCPA rights and explains how to exercise those rights.  

Access to Specific Informa<on and Data Portability Rights   
You have the right to request that we disclose certain informa<on to you about our collec<on 
and use of your personal informa<on over the past twelve (12) months. Once we receive and 
confirm your verifiable consumer request, we will disclose to you:   

• The categories of personal informa<on we collected about you  
• The categories of sources for the personal informa<on we collected about you  

• Our business or commercial purpose for collec<ng or selling that personal informa<on  

• The categories of third par<es with whom we share that personal informa<on  

• The specific pieces of personal informa<on we collected about you (also called a data 
portability request)  

• If we sold or disclosed your personal informa<on for a business purpose, two separate 
lists disclosing: Sales, iden<fying the personal informa<on categories that each category 
of recipient purchased; and Disclosures for a business purpose, iden<fying the personal 
informa<on categories that each category of recipient obtained.  

Dele)on Request Rights  

You have the right to request that we delete any of your personal informa<on that we collected 
from you and retained, subject to certain excep<ons. Once we receive and confirm your 
verifiable consumer request, we will delete (and direct our service providers to delete) your 
personal informa<on from our records, unless an excep<on applies.  

Undertaking ac<vi<es to verify or maintain 
the quality or safety of a service or device 
that is owned, manufactured for, or 
controlled by us, and to improve, upgrade, or 
enhance such service or device 

N/A 



We may deny your dele<on request if retaining the informa<on is necessary for us or our 
service providers to:  

1. Complete the transac<on for which we collected the personal informa<on, provide a good 
or service that you requested, take ac<ons reasonably an<cipated within the context of 
our ongoing business rela<onship with you, or otherwise perform our contract with you.  

2. Detect security incidents, protect against malicious, decep<ve, fraudulent, or illegal 
ac<vity, or prosecute those responsible for such ac<vi<es.  

3. Debug products to iden<fy and repair errors that impair exis<ng intended func<onality.  
4. Exercise free speech, ensure the right of another consumer to exercise their free speech 

rights, or exercise another right provided for by law.  

5. Comply with the California Electronic Communica<ons Privacy Act (Cal. Penal Code §1546 
et seq.).  

6. Engage in public or peer-reviewed scien<fic, historical, or sta<s<cal research in the public 
interest that adheres to all other applicable ethics and privacy laws, when the 
informa<on’s dele<on may likely render impossible or seriously impair the research’s 
achievement, if you previously provided informed consent.  

7. Enable solely internal uses that are reasonably aligned with consumer expecta<ons based 
on your rela<onship with us.  

8. Comply with a legal obliga<on.  

9. Make other internal and lawful uses of that informa<on that are compa<ble with the 
context in which you provided it.  

Exercising Access, Data Portability, and Dele)on Rights   
To exercise the access, data portability, and dele<on rights described above, please submit a 
verifiable consumer request to us by:    

• Emailing us at support@rafleaderboard.com  

Only you or a person registered with the California Secretary of State that you authorize to act 
on your behalf, may make a verifiable consumer request related to your personal informa<on. 
You may also make a verifiable consumer request on behalf of your minor child.   

You may only make a verifiable consumer request for access or data portability twice within a 
12-month period. The verifiable consumer request must:  

• Provide sufficient informa<on that allows us to reasonably verify you are the person 
about whom we collected personal informa<on or an authorized representa<ve.  



• Describe your request with sufficient detail that allows us to properly understand, 
evaluate, and respond to it.  

We cannot respond to your request or provide you with personal informa<on if we cannot 
verify your iden<ty or authority to make the request and confirm the personal informa<on 
relates to you. Making a verifiable consumer does not require you to create an account with us. 
We will only use personal informa<on provided in a verifiable consumer request to verify the 
requestor’s iden<ty or authority to make the request. To make a verifiable consumer request, 
you must provide us with at least the following informa<on to verify your iden<ty: full legal 
name, phone number, and email address (if available).  If we require addi<onal informa<on to 
verify your iden<ty, we will contact you to request this informa<on. Please be aware that 
depending on what you are reques<ng, we may need to take addi<onal steps to verify your 
iden<ty.   

Response Timing and Format   
We endeavor to respond to a verifiable consumer request within 45 days of its receipt. If we 
require more <me (up to 90 days), we will inform you of the reason and extension period in 
wri<ng. If you have an account with us, we will deliver our wri;en response to that account. If 
you do not have an account with us, we will deliver our wri;en response by mail or 
electronically, at your op<on. Any disclosures we provide will only cover the 12-month period 
preceding the verifiable consumer request’s receipt. The response we provide will also explain 
the reasons we cannot comply with a request, if applicable. For data portability requests, we 
will select a format to provide your personal informa<on that is readily useable and should 
allow you to transmit the informa<on from one en<ty to another en<ty without hindrance.  

We do not charge a fee to process or respond to your verifiable consumer request unless it is 
excessive, repe<<ve, or manifestly unfounded. If we determine that the request warrants a fee, 
we will tell you why we made that decision and provide you with a cost es<mate before 
comple<ng your request.  

Non-Discrimina)on   
We will not discriminate against you for exercising any of your CCPA rights. Unless permi;ed by 
the CCPA, we will not:   

• Deny you goods or service access.  

• Charge you different prices or rates for goods or SERVICES, including through gran<ng 
discounts or other benefits, or imposing penal<es.  

• Provide you a different level or quality of goods or SERVICES.  

• Suggest that you may receive a different price or rate for goods or SERVICES or a 
different level or quality of goods or SERVICES.  
    



Informa)on rela)ng to EU Data Subjects  
This sec<on applies only to EU ci<zens accessing RAF Leaderboards’ SERVICES from within the 
EU.  

If you are a European Union ci<zen, and you are accessing the RAF Leaderboard’s SERVICES 
from within the EU, your personal data is protected by the EU’s General Data Protec<on 
Regula<on (GDPR). RAF Leaderboard is commi;ed to controlling and processing your personal 
data in compliance with the GDPR, and the following informa<on is provided for your 
knowledge and benefit.  

• Defini<ons   

• “Personal Data” means any informa<on rela<ng to an iden<fied or iden<fiable 
natural person; an iden<fiable natural person is one who can be iden<fied, 
directly or indirectly, by reference to an iden<fier such as a name, an 
iden<fica<on number, 

  

• loca<on data, an online iden<fier or to one or more factors specific to the 
physical, psychological, gene<c, mental, economic, cultural, or social iden<ty of 
that natural person.  

• “Controller” means the natural or legal person, public authority, agency or other 
body which, alone or jointly with others, determines the purposes and means of 
the processing of personal data.  
  

• “Processor” means a natural or legal person, public authority, agency or other 
body which processes personal data on behalf of that controller. •  Lawful Basis/
Purposes of Processing: RAF Leaderboard’s processes your personal data on the 
following bases:    

• Fulfilling our contractual du<es to you   

• Pursuing our legi<mate interests  

As a company involved in retail ac<vi<es, we may some<mes need to process your data to 
pursue our legi<mate business interests, for example to prevent fraud, for our own internal 
administra<ve purposes, repor<ng poten<al crimes, or maintaining legally required records of 
sales.  



Addi<onally, we may process your data to fulfill our contractual du<es to you, including the 
processing of a sales order, providing repair services, maintaining our warranty registra<ons and 
databases, and other tasks related to the provision of goods and SERVICES.  

Finally, some informa<on you provide may be required to process and retain in order to comply 
with applicable law.  

If you choose to create an account on our PLATFORM, or place an order, you must provide the 
personal data requested. If you refuse to provide such data, we will not be able to create an 
account for you, or fulfill your order.  

• Rights of Data Subjects  

Under the GDPR you have several rights with regard to your personal data. You have the right to 
request from us access to and rec<fica<on or erasure of your personal data, the right to restrict 
processing, or object to processing of your personal data as well as the right to make a 
complaint to a supervisory authority.  

In certain circumstances, you may also have the right to data portability and, if processing of 
your data is based on your consent, the right to withdraw that consent at any <me.  

If you would like to exercise any of these rights, or have any concerns as to how your data 
is being processed you can contact the webmaster at: Ready-Aim-Fire Leaderboard LLC, 
223 Fox Den Way, Murfreesboro TN 37130 or email to support@rafleaderboard.com 
  

Data Security  
We have implemented measures designed to secure your personal informa<on from accidental 
loss and from unauthorized access, use, altera<on and disclosure. All informa<on you provide 
to us is stored on our secure servers behind firewalls. Any payment transac<ons will be 
encrypted using SSL technology.  

The safety and security of your informa<on also depends on you. Where we have given you or 
where you have chosen a password for access to certain parts of our PLATFORM, you are 
responsible for keeping this password confiden<al. We ask you not to share your password with 
anyone.  We urge you to be careful about giving out informa<on in public areas of the 
PLATFORM like product comment boards. The informa<on you share in public areas may be 
viewed by any user of the PLATFORM.  

Unfortunately, the transmission of informa<on via the internet is not completely secure. 
Although we do our best to protect your personal informa<on, we cannot guarantee the 
security of your personal informa<on transmi;ed to our PLATFORM. Any transmission of 

mailto:support@rafleaderboard.com


personal informa<on is at your own risk. We are not responsible for circumven<on of any 
privacy sehngs or security measures contained on the PLATFORM.  

Changes to Our Privacy Policy  
It is our policy to post any changes we make to our privacy policy on this page. If we make 
material changes to how we treat our users’ personal informa<on, we will no<fy you through a 
no<ce on the website home page. The date the privacy policy was last revised is iden<fied at 
the bo;om of the page.  

Contact Informa)on  
To ask ques<ons or comment about this privacy policy and our privacy prac<ces, contact us at:  

Ready-Aim-Fire Leaderboard LLC.  
223 Fox Den Way 
Murfreesboro TN 37130 

email 
support@rafleaderboard.com 

Last Updated 07/26/2024 
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